


Privacy Notice – GENERAL
East Quay Medical Centre – August 2025
East Quay Medical Centre (“we”, “our”, “the practice”) is committed to protecting the privacy of your personal information and ensuring transparency in how we process your data. This Privacy Notice explains how we collect, use, store, and share personal information for different groups: patients, children, employees, and job candidates.
If you are a patient please see the Privacy Notice for Direct Care in addition to this notice. 

1. Patients

1.1 What information we collect

We collect personal and health information to provide safe and effective healthcare, including:

· Personal identifiers (name, address, date of birth, NHS number, contact details)

· Health records (medical history, medications, test results, allergies, vaccinations)

· Lifestyle information (smoking, alcohol use, dietary habits)

· Appointment, referral, and correspondence information

· Emergency contacts and next of kin

· Financial information for billing purposes (if applicable)

1.2 How we use your information

We use your information to:

· Provide healthcare and treatment, including chronic disease management, referrals, and care coordination

· Administer appointments, reminders, and prescriptions

· Ensure patient safety, including alerts, safeguarding, and public health notifications

· Communicate with other NHS services and authorised healthcare providers for your care

· Conduct audits, quality assurance, and service improvement

· Support research and education, including training healthcare students and staff

· Participate in service planning and provision with Bridgwater Bay PCN and its partners (e.g., other GP practices, community health providers, contractors)

1.3 Lawful basis for processing

· Consent: for specific uses such as research participation or communications outside care delivery

· Legal obligation: e.g., reporting notifiable diseases

· Vital interests: e.g., protecting life in emergencies

· Public task / legitimate interests: e.g., improving patient care, service planning, staff training

1.4 How we share your information

We may share information with:

· NHS organisations, including hospitals, community health teams, and primary care networks

· Public health agencies and local authorities for safeguarding and service planning

· Bridgwater Bay PCN and its authorised contractors for coordinated care and service delivery

· Approved research organisations and educational institutions (with consent or anonymised data where possible)

· Legal authorities if required by law

1.5 Your rights

Patients have rights under GDPR and Data Protection Act 2018:

· Access to your records (subject to certain exemptions)

· Rectification of inaccurate information

· Restriction of processing in certain circumstances

· Object to processing where lawful basis allows

· Withdraw consent where processing relies on consent

· Request data portability where applicable
OpenSAFELY – November 2025 onwards

NHS England has been directed by the government to establish and operate the OpenSAFELY COVID-19 Service and the OpenSAFELY Data Analytics Service. These services provide a secure environment that supports research, clinical audit, service evaluation and health surveillance for COVID-19 and other purposes.

Each GP practice remains the controller of its own GP patient data but is required to let approved users run queries on pseudonymised patient data. This means identifiers are removed and replaced with a pseudonym.

Only approved users are allowed to run these queries, and they will not be able to access information that directly or indirectly identifies individuals.

Patients who do not wish for their data to be used as part of this process can register type 1 opt out with their GP. http://www.nhs.uk/using-the-nhs/about-the-nhs/opt-out-of-sharing-your-health-records/

Find additional information about OpenSAFELY. http://www.opensafely.org/
2. Children

2.1 Special considerations

· Children’s health information is treated with additional confidentiality.

· Parents or guardians may access health records unless the child is deemed competent (Gillick competent).

· Health professionals will consider the child’s best interests and ability to consent when sharing information.

2.2 Information sharing

· With parents/guardians when appropriate

· With schools, safeguarding agencies, or other health providers as legally required or in the child’s best interests

3. Employees and Contractors

3.1 What information we collect

We collect personal and employment-related information to manage employment, including:

· Personal identifiers (name, address, contact information, NI number)

· Employment records (contracts, payroll, performance reviews, training records)

· Health information for occupational health and sickness management

· Right to work and eligibility checks

· DBS and professional registration checks (if applicable)

3.2 How we use your information

· Recruitment, induction, and onboarding

· Payroll, pensions, and benefits administration

· Performance management and training

· Ensuring compliance with legal, regulatory, and professional obligations

· Safeguarding and health & safety management

3.3 Lawful basis

· Contractual necessity: processing necessary for employment contracts

· Legal obligations: e.g., tax, pensions, DBS checks

· Legitimate interests: e.g., workforce planning, staff development

3.4 How we share your information

· HM Revenue & Customs, pension providers, and insurance providers

· Regulatory bodies (e.g., GMC, NMC) for professional registration

· Bridgwater Bay PCN, Somerset LMC, NHS Somerset and PCSE for workforce coordination, training, or service delivery purposes

· Occupational health providers under confidentiality agreements

4. Candidates Applying for a Vacancy

4.1 What information we collect

· Application forms and CVs, including contact details, education, employment history, references

· Interview notes and assessment scores

· Pre-employment checks (DBS, right to work, qualifications)

4.2 How we use your information

· Recruitment, assessment, and selection

· Communication regarding the recruitment process

· Pre-employment checks and induction (if hired)

4.3 Lawful basis

· Consent: for recruitment communications

· Legal obligations: pre-employment checks, right-to-work verification

· Legitimate interests: fair and efficient recruitment processes

4.4 How we share your information

· Internal recruitment panels and authorised HR staff

· Third-party recruitment services or assessment providers

· Regulatory bodies for verification of qualifications and registration (if applicable)

5. Data Retention

· Patient records: retained according to NHS and statutory guidance

· Employee records: retained in line with employment law and HMRC requirements

· Recruitment records: retained for a maximum of 6-12 months unless consented for longer

6. Security

We implement strict measures to protect personal data:

· Secure IT systems, encryption, and password protection

· Physical security for paper records

· Staff training on confidentiality and data protection

7. Your Rights and Complaints

You have the right to:

· Access your personal data

· Rectify inaccuracies

· Object to processing where lawful basis allows

· Request restriction of processing

· Withdraw consent

· Lodge a complaint with the Information Commissioner’s Office (ICO) if you believe your data is misused

8. Contact Us

For questions about this Privacy Notice, to exercise your rights, or to raise concerns contact the Practice Manager.
